EXPLORING THE ROLE OF SOCIAL MEDIA CREDENTIALS IN MOBILE LEARNING: THE ENGAGEMENT PERSPECTIVE
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ABSTRACT. This paper presents a study on social media credentials as an authentication mechanism for accessing a mobile learning application. The aim of the study is to investigate whether the use of social network credentials would have effect on mobile learning activities particularly learners’ engagement. An experimental study was conducted on forty students from a higher learning institution in Malaysia using a mobile learning application named LANGKAWI APPS and a learning engagement questionnaire. The mobile application was developed in two versions, one with the social network login facility and the other one with traditional authentication method. The results of the statistical tests demonstrate that social network credentials was rated higher by the learners in terms of attention in mobile learning compared to the traditional method. The results are discussed in terms of applicability of social network credential as an authentication mechanism for mobile learning.
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INTRODUCTION

Smartphones are now becoming cheaper and more affordable as compared to five years ago. Many mobile phone users swiftly change their mobile devices into smartphones or computer tablets which are able to connect wirelessly to the Internet anytime and at anywhere. This has made access to information easy and more convenient. It is expected that the number of smartphones users will exceed 2 billion in 2016 (eMarketer.com, 2014) and 6.1 billion of smartphone subscriptions in 2020 (Ericsson, 2014). This will witness a trend in the next decade where smartphones would be part of human life.

A market research by Salesforce.com showed that 85% of the 470 respondents said that mobile devices (i.e., smartphones and computer tablets) are a central part of everyday life with 90% of them aged between 18 and 24 years. On average, the respondents spent 3.3 hours a day on their smartphone with 76% of the respondents used the device for searching information from the Internet (Salesforce.com, 2014). This report indicates the important role smartphones have these days.

Smartphones allow many applications to be installed in the device including social networks. In terms of social network; it plays a more important role to smartphone users by providing them a Single Sign-On (SSO) facility to access various other applications. Smartphone users use social network credentials (e.g., Facebook, Twitter, Google+, etc.) as
an authentication mechanism that simplifies the registration and signing-in processes. Users are no longer required to supply their identity information to the providers when they use a new application. The social network credential will provide the required information; hence, eliminate many steps during the registration while still be able to provide personalized information to the users (Chun & Katuk, 2014).

One of the major trends resulted from smartphones adoption is the integration of learning in daily life activities of adult learners. Educational application providers gradually consider mobile learning as an emerging technology that aligns with the evolvement of smartphones. A challenge to them is to design applications that suit the characteristics of smartphones (e.g., limited capacity of memory, and processor) and to ensure that the applications will not diminish smartphones’ performance in delivering the learning objects to users. A way to solve this challenge is through the utilization of social network credentials as an authentication mechanism for the applications.

Social network credentials have been used by many web-based application developers as an authentication mechanism in various web application domains. However, the use of this authentication mechanism within mobile learning is rare. Hence, we interested to understand if the authentication mechanism has effect on learner’s overall learning activities. It other words, does it help users in their learning process? Specifically, we would like to find out whether social login create better learning engagement than traditional authentication method within mobile learning environment.

The rest of the paper is organized into four sections. The next section provides brief background on engagement in mobile learning environment and social network credentials. The following section explains the methodology for carrying out the study, and then, the results are presented in the next section. The last section discusses the results and concludes the study.

ENGAGEMENT IN MOBILE LEARNING ENVIRONMENT

The evolution of mobile devices has changed the traditional way of communication, and the way how people acquire knowledge (Pereira & Rodrigues, 2013). The traditional learning method involves instructors and learners in a same classroom had evolved into e-learning in early 60s. Like the traditional e-learning that offers electronic based activities for learning, advanced learning environments such as virtual classroom, web-based learning, interactive multimedia and digital game based learning (Svetlana, 2009) also do so. After the high penetration of mobile users, mobile learning appears as another new subset of e-learning. Mobile learning allows learners to learn anytime and at anywhere by utilizing the mobile technology (O’Malley, et al., 2005).

Ozdamli and Cavus (2011) proposed ubiquitous, blended, portable, private, interactive and collaborative, and instant information as seven basic characteristics of mobile learning. Some other researchers (Gilbert, 2005; Luckin & Fraser, 2011) believed that the characteristics of mobile learning are able to provide better learning engagement in mobile environment. Numerous mobile applications are available in the market to support mobile learning and most of these applications require users to register with username and password for authentication process.

Mobile learning provides a convenient learning environment for the learners to conduct learning anytime and at anywhere regardless to location and time through mobile technology (Crompton, 2013). Smart phones, laptops, computer tablets, iPods or handheld PCs could be the hardware for mobile learning. Mobile learning software may include the college intranet, e-library, forum sites, maps, reader or any application that can be adapted for learning purpose. Multiple applications are available for the learning purpose; however, registration of
those different applications could be the problem in mobile learning environment (Florencio & Herley, 2007).

Traditional registration process could be a problem in mobile learning environment because of the lengthy time taken. Crompton (2013) emphasized that mobile learning is a self-directed and spontaneous learning. The intention of mobile learning could be triggered in an unplanned situation like checking animal information while visiting a zoo or check for word’s meaning when reading newspaper. However, access to mobile learning application for the first time always requires registration and authentication. Hence, access to these applications demands for more steps and times to complete the traditional registration and login process (Florencio & Herley, 2007). Users might turn away from the mobile learning applications because of the lengthy process. It will also decrease users learning engagement towards mobile learning application if they must spend more effort on the registration rather than achieving their goals (e.g., view animal’s information or check the word’s meaning). Brill and Park (2008) claimed that the easy effort to goal achievement is able to improve learning engagement in long term. In another words, users of mobile learning applications need fast access to their goals of learning through mobile devices.

Mobile learners normally focus on searching information by using their mobile devices, the interaction of learners and applications might be less than five minutes. Therefore a simple navigation and ease of access is important for mobile learning applications. These two factors allow learners to perform some learning activities such as evaluation check, search just-in-time information or respond to the quick answers. The current site-centric paradigm requires users to provide their personal information many times for registration purpose and accessing the application. Managing multiple applications with different passwords and usernames will affect the ease of use (Alecu, Pocatilu, Stoica, Ciurea, & Capisizu, 2011). Hence, SSO appears as a solution to this issue.

Learning engagement was defined by Stovall (Stovall, 2003) as a willingness of a learner to spend time on task and participate himself into the learning activities. Brill and Park concluded that motivation, interest, active learning, attention and effort to goal achievement are able to improve learning engagement and contributed as a positive learning outcome. On the other hand, some researchers believe that the characteristics of mobile learning are able to promote the engagement because of the mobile learning applications on smartphones are more appealing to students (Gilbert, 2005; Luckin & Fraser, 2011). The multimedia elements in mobile learning applications also provide the learners to interact in real time and develop the engagement (Azuma, 1997).

**METHODOLOGY**

**Method**

A controlled laboratory experiment was conducted to evaluate the effect of social network credentials on learners’ engagement within a mobile learning environment. A within-subject design of experiment was used in the study with learning engagement and login mechanisms (i.e., social network and the traditional) as dependent and independent variables respectively. The hypothesis for this research is “there is a difference in terms of students’ learning engagement with social login and traditional login within the mobile learning environment”

**Materials**

A mobile learning application named LANGKAWI APP was developed as the learning tool. The main function of LANGKAWI APP is to allow the users to browse the story about Langkawi island’s tourist spots and learn about the history. Figure 1 shows the interface of LANGKAWI APP.
LANGKAWI APP was developed in two versions. The first version provides authentication through the traditional approach (i.e., users must create user name and password and reconfirm the password) and social network (i.e., login through Facebook credential). Figure 2 shows the Login interface for both versions of LANGKAWI APP.

Figure 2. Traditional (left) and social network (right) login interface in LANGKAWI APP

Traditional login UI uses a set of username and password for the purpose of authentication while the social login UI employed OAuth 2.0 provided by Facebook ADK for authentication. Both versions have same contents and layout. For the traditional login version, the user account stores authentication data in the mobile device using Android SQLite. For social login version, participants use social network account (i.e., Facebook) to access it. Table 1 shows the differences of the authentication mechanisms.

Table 1. Differences of Social Login and Traditional Login

<table>
<thead>
<tr>
<th></th>
<th>Social Login</th>
<th>Traditional Login</th>
</tr>
</thead>
<tbody>
<tr>
<td>Registration process</td>
<td>No. Social network account for testing purpose has been created and active in mobile device.</td>
<td>Manually. Users were required to create a user account by entering user profile information.</td>
</tr>
<tr>
<td>New user name and password required</td>
<td>No. Users used the existing social network account username and password.</td>
<td>Yes. Users need to remember the new username and password created.</td>
</tr>
<tr>
<td>Login feature</td>
<td>Yes. Users need to click the login button provided on interface and auto login without providing username and password.</td>
<td>Yes. Users were required to supply user name and password each time login to the system after logout.</td>
</tr>
</tbody>
</table>

A learning engagement questionnaire was adapted from Park, Parsons and Ryu (2010) and Katuk, 2013. It used a seven-point Likert scale with 1 represented strongly disagree and 7 for strongly agree. The questionnaire comprised twelve items in four dimensions of learning engagement namely control, attention, curiosity and interests.
Participants
A total of 40 students from Tunku Abdul Rahman College University (TARUC) participated in the study on a voluntary basis. They were 22 (55%) males and 18 (45%) females with the average age of the participants was 20 ranging between 19-24 years old. All participants were divided randomly into two groups equally that are Group 1 (9 males and 11 females) performed traditional login before social login. Group 2 (13 males and 7 females) performed social login before traditional login.

Procedure
One of the researchers conducted the whole experiment to maintain the consistency of the data. The experiment was held in a classroom with wireless connection to the Internet. The Internet connection was tested prior to the experiment and its’ speed was smooth and constant. The same mobile device was used for all the participants. The environment was set up to avoid the unnecessary disturbance that might impact the test result. Each participant was invited into the room and given an information sheet before the experiment was started. The participants were informed about the way of conducting the experiment and the purpose of the study. A consent form was given to each participant to sign and agree to participate in this experiment. Each participant was requested to fill up the background information. After that, each participant was requested to perform the login task on two different login mechanisms (i.e., traditional login and social login). The participants were separated into two groups randomly (Group 1 and Group 2). Two different login mechanisms were presented to these two groups of participants in different orders. During the experiment, participants’ activities were observed by the researcher. The time taken to complete the given tasks was recorded for both login scenarios. After each login scenario was completed by the participants, they were requested to answer the learning engagement questionnaire.

RESULTS
Due to the small sample size, non-parametric statistics was used to analyze the data. The Cronbach’s alpha coefficients for the twelve items of the traditional and social network logins were 0.767 and 0.705 respectively which are considered as acceptable. A Mann-Whitney U test was performed on the data of both groups to ensure that the order of the tasks during the experiment does not confound the results. The test results suggested non-significant values, meaning that the order of the tasks on the respondents does not influence the results.

Four dimensions of learning engagement (i.e., control, attention, curiosity and interest) were evaluated during the experimental session. The results of Wilcoxon Signed Rank tests showed no statistical significant differences in three of the dimensions (i.e., control, curiosity and interest) between two different login mechanisms with range from $z=1.509$ to $z=2.225$, $p > 0.05$. However, attention had a statistical significant difference for the two different login mechanisms with $z=-2.255$, $p<0.05$, with large effect size ($r = 0.25$). The result also showed that all positive ranks were higher than the negative rank.

In overall, the results show statistical significant differences on the learning engagement for the two different login mechanisms with $z=-2.408$, $p<0.05$, with large effect size, $r = 0.27$. The median score for the traditional login (Md = 4.96) was slightly lower than the social login (Md = 5.00). Thus, it is suggested that social login created higher learning engagement compared to the traditional login mechanism within the mobile learning environment. Table 2 shows the results of Wilcoxon Signed Rank tests according to the individual dimensions of engagement.
Table 2. Wilcoxon Signed Rank Test result for learning engagement

<table>
<thead>
<tr>
<th></th>
<th>Traditional Login (n=40) Median (Md)</th>
<th>Social Login (n=40) Median (Md)</th>
<th>Social Login – Traditional Login</th>
<th>Statistics Significant</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Control</td>
<td>4.67</td>
<td>5.00</td>
<td>8</td>
</tr>
<tr>
<td></td>
<td>Attention</td>
<td>4.33</td>
<td>4.84</td>
<td>8</td>
</tr>
<tr>
<td></td>
<td>Curiosity</td>
<td>5.00</td>
<td>5.17</td>
<td>9</td>
</tr>
<tr>
<td></td>
<td>Interest</td>
<td>5.00</td>
<td>5.00</td>
<td>11</td>
</tr>
<tr>
<td></td>
<td>Overall Engagement</td>
<td>4.96</td>
<td>5.00</td>
<td>8</td>
</tr>
</tbody>
</table>

DISCUSSIONS AND CONCLUSIONS

The results of the statistical tests explained in the previous sections demonstrate that the learners who used social network credentials had reported higher level of engagement in mobile learning environment compared to the traditional login method. Engagement, specifically from the dimension of attention was improved when learners used social network credentials. In other words, the social network credentials helped the learners to keep their attention on the content of the mobile learning applications at the very early stage of their learning process. The simplified registration and signing-in procedures offered by the social network credentials allowed the learners to get faster access to the learning content. Consequently, they quickly achieved the goal of accessing the mobile learning application. Based on the results, the hypothesis mentioned earlier was accepted.

The findings of this research could help mobile learning providers in creating authentication mechanism for their applications. Social network credentials can benefit mobile learners in terms of their engagement to the learning contents. The result of this study should be used with consideration of its’ learning domain and its’ sample size. Other domains of learning such as mathematics and science could potentially lead to different outcomes. Hence, we aim to extend the study in these domains for our future works.
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